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Product Specification
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Last update: 7/19/2021
Specifier Note: This product specification is written according to the Construction Specifications Institute (CSI), MasterFormatTM, SectionFormat, and PageFormat, contained in the CSI Manual of Practice. The section must be carefully reviewed and edited by the Architect/Engineer/Consultant to meet the requirements of the project and local building code. Coordinate this section with other specification sections and the drawings. Delete all “Specifier Notes” when editing this specification.
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PART 1 GENERAL
1.1 GENERAL REQUIREMENTS & SCOPE
The system is specified as described.
A. Furnish and install a complete new School Bell Scheduling System using the Primex OneVue™ Notify School Bell Scheduling cloud-based platform that is built on the secure Amazon Web Services (AWS) infrastructure.
B. Furnish and install all system devices, accessories, and material in accordance with these specifications and drawing to provide a complete and operating system.
C. All bids shall be based on the equipment as specified herein. The model designations are that of Primex, Inc. The specifying authority must approve any alternate system
	Specifier Note: Edit the following system devices as required for the project.


D. System shall include the System Devices
Bell Controller devices
1.2 RELATED SECTIONS
	Specifier Note: Edit the following list as required for the project. List other sections with work directly related to this section.


A. Division 26 “Electrical”
B. Division 26 Section “Common Work Results for Electrical”
C. Division 27 Section "Common Work Results for Communications" 
D. Division 27 Section "Communications Horizontal Cabling"
1.3 REFERENCES
System devices specified shall meet or exceed the requirements of the following.
	Specifier Note: List standards referenced in this section, complete with designations and titles. This article does not require compliance with standards, but is merely a list of those used.


A. National Fire Protection Association (NFPA): 1. NFPA 70 - National Electrical Code (NEC). 
B. Manufacturer Installation and User Guides.
1.4 DEFINITIONS
This section provides commonly used terms within this specification.
A. SaaS: Software-as-a-Service
B. AWS: Amazon Web Services
C. TLS: Transport Layer Security
D. HTTPS: Hypertext Transfer Protocol Secure
E. SMA: Software Maintenance Agreement
1.5 SYSTEM DESCRIPTION
	Specifier Note: System description is based on the Primex OneVue™ School Bell Scheduling and PrimexEVENT Bell Controller devices.


General Specifications
A. System shall be licensed and delivered via a Software-as-a-Service (SaaS) model and is built-on and powered by Amazon Web Services (AWS).
B. System is licensed on a subscription basis centrally hosted by Manufacturer and delivered to Owner as a cloud-based software system with system devices.
C. Manufacturer shall offer subscription pricing models, which are to be inclusive of software access, technical support, enhancements, and maintenance.
D. System shall not require the installation of on-site system hardware or software, with the exception of the system devices that transmit data to and from the system software.
E. System software revisions and system device firmware revisions are provided under the Manufacturer subscription agreement.
F. System shall provide bell scheduling, system data storage, alerting, and reporting of the system devices, and user-defined system software settings.
G. System shall maintain and store redundant, data backups for up to seven years.
H. System can be scaled from a single building to a network of buildings, or an enterprise spread across many time zones.
I. System shall allow for system device over-the-air firmware updates.
J. System device firmware shall perform automated diagnostic monitoring of its battery life.
K. System devices shall have the ability to store up to 7 day schedule for each relay; a total of 14 days of schedules.
L. System devices shall have the ability to operate on battery backup power for up to a maximum of 24 hours.
M. System software shall allow system users to create, edit, and manage bell schedules.
N. System software shall allow zone schedules to be assigned to multiple bell controller devices.
O. System software shall allow a bell schedule to include up to a maximum of 48 individual bell rings.
P. System software shall allow scheduled periods to have specific ring types and allow system users to create customized ring types.
Q. System software shall allow for exception schedules that override a default schedule for a specified date range.
R. System devices shall connect to system software each night to update the 7-day schedule(s) and hourly to update any individual schedule changes set in the system software.
S. System devices shall transmit data to the system software over the OWNER'S existing Ethernet network.
T. System software shall be accessed from a web browser and does not require the installation of software or other third-party plug-ins or applications.
U. System users shall be able to access the system software from a web browser on a mobile or tablet device or computer with an internet connection.
V. System software shall provide a dashboard view that displays the state of all bell controller devices and a list of system alerts and notifications.
W. System software shall allow the OWNER'S system admin(s) to grant and control the data and features available to system users.
X. System software shall allow system users to view current and historical data transmitted by system devices and the settings of system components. The data and settings viewable to a user shall be limited to the role(s) assigned to their system user profile, which is managed by OWNER'S system admin users.
Y. System software shall allow system admin user to set system wide user password complexity settings and session timeout settings.
Z. System software shall have the ability to generate alert messages to system users 24 hours a day, 365 days a year. System software shall allow system alerts to be acknowledged by system users within the system software or voice alert message. The system shall record and store the history of all alerting data and user actions.
Encryption and Authentication
A. All user sessions between the web browser and the system software shall be encrypted by the HTTPS protocol.
B. All system device communication over the OWNER'S network shall be secure and encrypted using the Transport Layer Security (TLS) encryption protocol and Secure Hypertext Transfer Protocol (HTTPS) authentication.
System Administration
System software interface shall allow the OWNER'S system admin user(s) to manage the system components, including:
A. Manage system device settings.
B. Create and manage alert rules to notify staff when a condition may warrant corrective action or maintenance.
C.  Create and manage teams to allow the appropriate staff to be notified of alerting conditions based on staffing schedules.
D. Create and manage reports to allow system users to view and download current and historical system data.
E. Set system-wide password complexity settings and session timeout setting to align with Owner information security policies and procedures.
F. Create system users and grant user access to system data and features, activate and deactivate system users, and view user log in history.
The OWNER'S system admin user(s) shall have the ability to create, edit, and delete system alert rules and settings, including:
A. Create staff shift schedules and associate shift schedules to alert rules.
B. Specify the system devices assigned to an alert rule.
C. Specify the conditions that generate alerts to system users.
D. Specify the system users that receive alert notifications.
E. Specify the frequency alert notification are generated during an alerting condition.
F. Specify staff that are to receive an escalation alert message and when an escalation alert message is sent.
The system shall allow each system user to manage their own system profile, including.
	A. Specifying the method(s) of preference in which they receive alert messages.
B. Managing their user profile email address, password, and contact settings.


The system shall allow system device settings to be user-defined within the system software to meet Owner requirements, including:
A. Assign a primary and alternate network used by system devices to connect to OWNER'S network to transmit data to system and download settings managed from the system.
B. Migrate devices from one network to another without an interruption of network connection.
C. Assign a static IPv4 address to system devices.
The system shall allow user-defined reporting, including:
	A. System shall store and present system historical data in the form of system reports.
B. System software shall allow a for user-defined system reports. User-defined data shall include the  bell schedules included in a report, the frequency a report is system generated, and a specific range of data included in a report.
C. System reports shall be displayed in the system software electronically within the interface.
D. System shall allow a system user to print and download reports from the system interface.
E. System shall store archived reports and can be accessed by system users.
F. System shall allow report data to be restricted based on the role(s) assigned to a system user profile.


The system devices shall meet the specifications below:
A. System devices shall include bell controller(s) that stores the system schedules and zones set in the system software.
B. System devices shall be primarily powered by [ac-power] [Power over Ethernet]. System device battery-power shall be used as a backup power source.
C. System devices can be preconfigured by the Manufacturer with Owner provided settings before shipment to Owner facility or configured locally at the device by the Owner on-site.
D. System device settings are user-defined and are configured in the system software and downloaded to the system devices over the OWNER'S network.
E. System can be configured to automatically distribute device firmware upgrades at the time system devices connect and communicate to the system or can be configured to allow firmware upgrades to be managed and performed by system users.
F. Each system device shall be identified by a unique MAC address assigned by the Manufacturer.
G. System device firmware shall perform automated diagnostic monitoring of its battery life and strength of the wireless network connection and transmit this data to the system.
H. System devices shall have a LCD screen that displays its battery level, network connection status, and indicate when in an error or alarm state.
I. System devices shall have LED indicators, located on the front of the device, that provide a visual indicator of its current status and operating state.
The system devices shall support all of the network communication specifications below:
A. Network Communication: Wireless Networking Protocols: 802.11b, 11g, single stream 11n, 2.4 Ghz | Security Protocols: WEP, WPA, WPA2 (AES and TKIP) | Encryption Protocols: TLS 1.2| Network Communication Protocols: Hypertext Transfer Protocol Secure (HTTPS) | IP Addressing: Dynamic Host Configuration Protocol (DHCP), static IP addressing | Data Packet Size: typically less than 5 kilobytes (kB)* 11n supported by Levo Series Digital Clock/Timer models only.
B. Network setting data stored locally in system devices shall be encrypted and access to locally stored data can be controlled by a system admin user.
C. Manufacturer shall provide stand-alone configuration software to locally configure a system device to meet Owner security policies if network setting data cannot be stored in third-party software or to troubleshoot device network connectivity issues.
D. System devices shall have the ability to store up to 7 day schedule for each relay; a total of 14 days of schedules.
E. System devices shall have the ability to operate on battery backup power for up to a maximum of 24 hours.
1.6 REGULATORY REQUIREMENTS
A. Equipment and components furnished shall be of the Manufacturer latest model.
B. System devices shall be installed in compliance with local and state authorities having jurisdiction. 
C. Electrical Components, Devices, and Accessories: Listed and labeled per NFPA 70 by qualified testing agency.
D. Regulatory Requirements: System design and installation shall comply with the following: National Electric Code (NEC)
	1. Underwriters Laboratory (UL) standards
2. Local codes and regulations


1.7 SUBMITTALS
A. Product Data: Submit complete catalog data for each system device and components, describing physical characteristics and method of installation.
B. Shop Drawings: Showing the following. 1. Diagram of proposed monitoring system showing SaaS platform, communication pathway, and schedule of individual system device installation locations. 2. Indicate integration with the OWNER'S network. Include a line diagram of network relationships. 3. Show system device power requirements. 4. OWNER'S existing public access (PA) system or bell system that is wired to system devices
C. Samples: Submit one specified system device model(s) for approval. Approved sample(s) shall be tagged and shall be installed at location directed.
D. Manufacturer Instructions: Submit complete installation, set-up and maintenance instructions.
	Specifier Note: Informational submittals require review, but no response by A/E or Owner.


E. Information submittal: Sample Warranty
F. Information submittal: System Subscription Agreement
1.8 SUBSTITUTIONS
A. Proposed substitutions, to be considered, shall be manufactured of equivalent materials that meet or exceed specified requirements of this Section.
B. Proposed substitutions shall be identified not less than 10 days prior to bid date.
1.9 QUALITY ASSURANCE
A. Manufacturer Qualifications: Manufacturer of wireless and Ethernet connected system with a minimum of seven years record of satisfactory manufacturing and support of systems comparable to basis of specified system design.
1.10 DELIVERY STORAGE AND HANDLING
A. Deliver all components to the site in the Manufacturer original packaging.
B. Packaging shall contain Manufacturer name and address, product identification number, and other related information.
C. Store equipment in finished building and in unopened packaging until ready for installation.
1.11 PROJECT SITE CONDITIONS
A. System design is integrated with OWNER'S existing network, including wireless, wired Ethernet, or PoE network.
B. System device relay(s) are designed to be wired to OWNER'S existing public access (PA) or bell system to invoke the bell schedules managed in system.
C. Conductors and Cables: Comply with requirements of Division 27 Sections "Common Work
D. Results for Communications" and "Communications Horizontal Cabling.
E. Signal and Control Circuits: Manufacturer recommended stranded, single conductors, or twisted- pair cables.
F. Data Circuits: Category 5 minimum, twisted-pair cable. 
G. Plenum Cable: Listed and labeled for plenum installation.
1.12 WARRANTY
A. Manufacturer will provide a one year limited warranty on all system devices.
B. Manufacturer offers an extended warranty on system devices.
1.13 SOFTWARE MAINTENANCE
A. Software Maintenance Agreement (SMA): included in the subscription agreement for system.
B. All updates, enhancements and maintenance are performed remotely by the Manufacturer per agreed upon SMA.
PART 2 PRODUCTS
2.1 SECTION INCLUDES
A. The system and equipment is specified as described in this section.
B. All bids shall be based on the equipment as specified herein. The model designations are that of Primex, Inc. The specifying authority must approve an alternate system.
2.2 MANUFACTURER
A.  System shall be manufactured by:
Primex, Inc. 965 Wells St, Lake Geneva, WI 53147 | Phone: (800) 537-0464 | info@primexinc.com | www.primexinc.com
2.3 SYSTEM SOFTWARE
A. Basis of Design Software Product: Primex OneVue™ School Bell Scheduling.
B. System Software Platform: Cloud-based software platform that resides on Amazon Web Services (AWS) and is accessed via the internet.
C. System stores and monitors system Bell Controller Devices operating conditions transmitted over the OWNER'S network to the system software.
D. Bell Schedules are managed within the system software and downloaded to and stored locally on the system Bell Controller devices
E. All system device and system software settings are managed within the cloud-based system software.
2.4 SYSTEM DEVICES & ACCESSORIES
Bell Controller Device
	Specifier Note: Bell Controller device is offered in a wireless (Wi-FI) or PoE model. Use with a wired Ethernet network requires the PoE model. Battery-power is for backup power use only.


	A. Basis of Design Product: PrimexEVENT Bell Controller Device PoE. Supplied with battery pack.
B. Ratings: 3 VDC Relay operation | NC & NO contacts are rated at: Resistive load: 8A at 250VAC / 30 VDC and Inductive Load: 3.5A at 250VAC / 30 VDC
C. Enclosure: ABS plastic | Dimension: 4.7" H x 3.7" W x 1.3" D (11.93cm x 9.39cm x 3.30cm) | Weight: 0.3 lb. (136 gram) with 2 AA batteries 
D.  Display: Liquid crystal display (LCD), dimension: 0.75 in. H x 1.38 in. W (1.90 cm x 3.50 cm) | LED Status Indicator: green, yellow, red
E. Mounting: Keyhole slot with lock down screw holes in back panel for wall mount; or surface mount with supplied dual-lock adhesive mounting strips.
F. Operation: Alerts: audio, visual LED, LCD display
G. Configuration: configured from system software or locally at device with supplied device configuration software
H. Stored Schedule Capacity: 7 day schedule for 2 zones
I. Check-in Button for manual download schedule request.
J. Battery-power: For use as a backup power supply in the event of a AC or PoE power outage. 3.0v Primex Lithium/Iron Disulfide Battery Pack or two stand-alone 1.5v Lithium AA batteries. | Use of alkaline batteries is not recommended.
K. Environment: Operating Temperature: 32 to 122° F (0 to 50° C), indoor use only | Storage Temperature: -4 to 140 ° F (-20 to 60° C)
L. FCC, CE, and IC compliant


Accessories
	Specifier Note: Only include those accessories specified.


	A. AC adapter: 5V DC USB Mini B (5 pin) connector interface | 2. 5 feet (1.5 m) cable | Input: 100-240 VAC, 50/60 Hz | Output: 5V, 1.0A max
B. AC Adapter Extension: 6 feet (1.8 m)
C. Battery Pack Replacement: 3.0v Lithium/Iron Disulfide Battery Pack (contains 2 AA 1.5V Energizer® Ultimate Lithium batteries)


PART 3 EXECUTION
3.1 EXAMINATION
A. Examine conditions with the Installer present for compliance with requirements and other conditions affecting the performance of the system and system devices.
B. Do not proceed until unsatisfactory conditions have been corrected.
C. Verify that construction is complete in spaces to receive equipment and that rooms are clean and dry.
3.2 INSTALLATION
A. General: Install system devices in accordance with applicable codes.
B. Install system devices in accordance with Manufacturer written instructions.
C. Provide all system equipment necessary for a complete and operable system.
D. Comply with requirements of Division 27 Sections "Common Work Results for Communications" and "Communications Horizontal Cabling."
E. Cables: Install cables in raceways and cable trays except within consoles, cabinets, and desks [and except in accessible ceiling spaces and framed partitions where exposed wiring is allowed by Owner]. Install plenum cable where required. Conceal cable installation where possible.
3.3 FIELD INSPECTION
A. Inspection: Make observations to verify that system devices and components are properly labeled.
B. Prior to final acceptance, inspect each system device and component, adjust as required, and replace parts which are found defective.
C. At completion of system device installation and prior to final acceptance, turn on the equipment; ensure that all equipment is operating properly, and that the system software and all system devices and components are functioning.
3.4 SERVICES
A. Manufacturer system software user guides and system device installation guides shall be provided electronically within system software.
B. Commissioning General: Provide system commissioning in accordance with Manufacturer written recommendations. Perform operational testing to verify compliance with requirements. Adjust as required.
C. Services shall include specified level of commissioning services.
	Specifier Note: Only include one level of the available commissioning services identified below. Contact Primex for additional information.


A. Phone commissioning service: system deployment training, including system set up, validation of device preconfiguration, and system functionality by way of remote web conference.
B. On-site commissioning service: system deployment training, including system set up, validation of device preconfiguration, system functionality, verification of device network connections, and device installation training.
C. Installation and full on-site commissioning service: system training, software configuration, validation of device preconfiguration, training on system functionality, verification of network use, device installation training, and device installation.
3.5 CLEANING
A. Prior to final acceptance, clean exposed surfaces of devices, using cleaning methods recommended by Manufacturer.
3.6 DEMONSTRATION
A. Initial Demonstration and Training: provide demonstration and training for Owner facility staff that is responsible to perform system software administration.
B. Demonstrate maintenance procedures for system devices.
C. Demonstrate the system software components and features, including monitoring and management of system devices.
3.7 PROTECTION
A. Protect finished installation until final acceptance of the project.
3.8 TESTING
A. All system devices must be tested at their operational installation location under normal operational conditions.
Primex, Inc. 965 Wells St, Lake Geneva, WI 53147 | Phone: (800) 537-0464 | info@primexinc.com | www.primexinc.com
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